
ALLEGATO 1 
 

Informativa ai sensi del Regolamento europeo 679/2016 e consenso 
 

Ai sensi del Regolamento europeo (UE) 2016/679 (di seguito GDPR), e in relazione ai dati personali di 
cui il Dipartimento di Studi Umanistici dell’Università di Foggia entrerà nella disponibilità con la 
presentazione della domanda di ammissione alla procedura selettiva pubblica, per soli titoli, finalizzata 
alla stipula di n. 4 contratti di lavoro autonomo di natura occasionale, della durata di 4 mesi, per il 
seguente profilo: Research assistant per supporto alle attività di progetto, nell’ambito del progetto 
“Quattro sfide per la promozione del benessere psico-fisico 2.0: un modello di intervento per il contrasto 
alle dipendenze comportamentali e patologiche (4CH4WB 2.0)”, vincitore del Bando Avviso PRO-BEN 
2 di cui al Decreto Direttoriale 18 settembre 2024, n. 1396 - CUP D53C24005640001. 
 
Le comunichiamo quanto segue: 

 
Titolare del trattamento, Contitolare, Destinatario e responsabili del trattamento e della 

protezione dei dati personali 
 
Titolare del trattamento - l’Università di Foggia, con sede legale in Foggia, Via Gramsci n. 89/91, in 
persona del suo rappresentante legale – pro-tempore, domiciliato per la carica, presso la sede legale 
dell’Ente, Via Gramsci n. 89/91, 71122 Foggia, e-mail rettorato@unifg.it, PEC protocollo@cert.unifg.it.  
 
Responsabile Protezione Dati Personali - Il RPD/DPO è domiciliato presso la sede dell’Università di 
Foggia e raggiungibile al seguente indirizzo e-mail dpo@unifg.it, PEC: rpd@cert.unifg.it. 

 
 

Finalità del trattamento dei dati 
 
Il trattamento dei dati avverrà nel rispetto dei principi fissati dal GDPR, nell’ambito delle finalità 
istituzionali dell’Università di Foggia, per l’espletamento della procedura di reclutamento e per la 
gestione dell’eventuale rapporto di lavoro. 
I suoi dati saranno trattati anche al fine di: 
• adempiere agli obblighi previsti in ambito fiscale e contabile; 
• adempiere agli obblighi previsti dalla normativa vigente a carico dell’Università di Foggia; 
• eseguire un compito di interesse pubblico o connesso all’esercizio di pubblici poteri di cui è investita 

l’Università di Foggia; 
• ottemperare ad un ordine degli Organi inquirenti o delle forze dell’ordine. 
I dati personali potranno essere trattati a mezzo sia di archivi cartacei che informatici (ivi compresi 
dispositivi portatili) e trattati con modalità strettamente necessarie a far fronte alle finalità sopra indicate. 

 
 

Base giuridica del trattamento 
 
Per le suddette finalità, il trattamento è necessario per adempiere a un obbligo legale al quale è soggetto 
il Titolare del trattamento, ai sensi dell’art. 6, par 1, lett. c) del Regolamento UE 2016/679. 
  
 

Categorie di dati trattati 
 

Dati personali comuni: nome, cognome, mail personale. 
 
 
Conseguenze della mancata comunicazione dei dati personali e autorizzazione al trattamento 

 
Con riguardo ai dati personali relativi all’espletamento della procedura di reclutamento (la cui 
partecipazione è stata da lei richiesta mediante la presentazione della suddetta domanda di 
ammissione) e per la gestione dell’eventuale rapporto di lavoro, relativi all'adempimento ad un obbligo 
normativo, fiscale o contabile, la mancata comunicazione dei dati personali ed autorizzazione al 
trattamento degli stessi non consentirà di dare corso alla sua ammissione alla sopra menzionata 
procedura. 
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Conservazione dei dati 

 
I Suoi dati personali, oggetto di trattamento per le finalità sopra indicate, saranno conservati per il 
periodo necessario all’esecuzione dell’espletamento della procedura di reclutamento e per la gestione 
dell’eventuale rapporto di lavoro e, successivamente, per il tempo in cui l’Università sia soggetta a 
obblighi di conservazione per finalità fiscali o per altre finalità previste da norme di legge o regolamento. 

 
 

Comunicazione dei dati 
 
I Suoi dati personali potranno essere comunicati a: 
1. M.U.R.; 
2. Enti Pubblici per esigenze funzionali ai fini sopra indicati; 
3. Enti Pubblici, istituti bancari e assicurativi che eroghino prestazioni funzionali ai fini sopra indicati; 
4. soggetti che elaborano i dati in esecuzione di specifici obblighi di legge; 
5. Autorità giudiziarie o amministrative, per l’adempimento degli obblighi di legge; 
6. soggetti terzi che elaborano i dati per finalità istituzionali; 
7. aziende private per finalità di ingresso nel mondo del lavoro, nel caso in cui le stesse effettuino 

attività di profilazione è loro obbligo informare preventivamente gli interessati. 
 
 

Diritti dell’interessato 
 
Gli interessati possono esercitare i diritti previsti dagli art. 15 a 22 del Regolamento UE 2016/679 e 
precisamente: 
• chiedere la conferma dell’esistenza o meno di propri dati personali, accedere in ogni momento ai 

dati che lo riguardano, ottenere le indicazioni circa le finalità del trattamento, le categorie di dati 
personali, i destinatari o le categorie di destinatari a cui i dati personali sono stati o saranno 
comunicati e quando possibile, il periodo di conservazione (art. 15). 

• ottenere la rettifica, l’aggiornamento, l'integrazione dei dati (art.16). 
• la cancellazione dei dati personali (art. 17). 
• la limitazione del trattamento (art. 18). 
• ottenere la portabilità dei dati, ossia riceverli da un titolare del trattamento in un formato strutturato 

e leggibile da dispositivo automatico, e trasmetterli ad un altro titolare del trattamento senza 
impedimenti. (art. 20). 

• opporsi in qualsiasi momento al trattamento dei dati personali in qualsiasi momento per motivi 
legittimi (art.21). 

• opporsi a un processo decisionale automatizzato relativo alle persone fisiche, compresa la 
profilazione (art.22). 

 
I predetti diritti potranno essere esercitati in ogni momento inviando la richiesta all’indirizzo e-mail 
privacy@unifg.it. 
 
Gli interessati che ritengano che il trattamento dei loro dati personali sia avvenuto in violazione del 
Regolamento UE 2016/679, ai sensi dell’art. 77, possono proporre reclamo all’Autorità di Controllo 
(Autorità Garante per la protezione dei dati personali – www.garanteprivacy.it). 
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